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SUMMARY  This paper presents QoS control enhanced architecture for
VoIP networks. In this architecture we use both the probe flow delay and
average loss rate measurement systems. First we apply the probability-
based EMBAC scheme on our delay system. Then we propose a new
probability-based EMBAC with a severe congestion consideration scheme
to improve the admission control scheme in both measurement systems.
‘We compare the performance of the enhanced systems in terms of blocking
probability under the same condition of achieving average packet Joss rate
no greater than the certain target by setting an appropriate admission thresh-
old in each system under each scenario. In this study, it is shown through
simulations that for the same target voice average loss rate, the enhanced
systerns proposed in this paper outperform the conventional schemes in
handling the network resources. Then we will seek to prove that, for extra
traffic loads within a busy period of time and with an optimal admission
threshold chosen in advance, the enhanced systems can be a powerful and
relisble EMBAC tool for VoIP networks in achieving high network per-
formance with minimum blocking probability and minimum average loss
rates. Finally it is shown that the enhanced systems have reasonable scala-
bility.
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1. Introduction

Ensuring high speech quality is the most important issue in
Voice over IP (VoIP) networks. In order for VoIP to be com-
mercially available as the circuit switched technology, the
voice quality should be at least as good as the quality in to-
day’s telephony. Bandwidth utilization is another challenge
for VoIP as any similar IP network is. In VoIP networks, if
new calls are accepted without limit in the VoIP network,
packet loss rates for calis in progress may become exces-
sive, because total bandwidth required for the calls exceeds
the network capacity. Therefore, a mechanism called call
admission control (CAC) is necessary to reject a new call
when enough network spare capacity is not available. In-
tegrated services and differentiated services [1}, [2] are two
technologies that address the issue of allocating resources to
varions types of flows in any network. Integrated service ar-
chitecture is based on per-flow resource reservation. At each
hop, by using the signaling protocol, RSVP, admission con-
trol checks whether sufficient resources are available along
the entire path to accept the new reservation. As a conse-
quence, the integrated services scalability affects large-scale
deployment. Rather than making per-flow reservations, dif-
ferentiated services architecture uses a combination of edge

Manuscript received July 9, 2003.
Manuscript revised October 21, 2003.
*The authors are with the Department of Information Engineer-
ing, Niigata University, Niigata-shi, 950-2181 Japan.
a) E-mail: bilthaj@net.ie.niigata-u.ac.jp
b) E-mail: mase@ie.niigata-u.ac.jp

policing, provisioning, and traffic prioritization to achieve
service differentiation, so that it is more scalable and reli-
able.

Of late, in differentiated service architecture frame-
work, a different approach called an end-to-end measure-
ment based admission control (EMBAC) has been devel-
oped to realize differentiated quality of service (QoS) in
the Internet. Thus, the EMBAC scheme does not depend
on hop-by-hop signaling such as RSVP nor does it require
any additional functionality for intermediate routers in the
backbone network. In this research area, there have been
many proposals for supporting admission control as in [3]}-
{15]. Also the proposals [16}-[18] introduced an EMBAC
for VoIP network, which is designed to achieve loss rate and
blocking probability targets by admitting generated calls to
the network depending on probe-loss-rate admission thresh-
old. Also, using the delay variations as a measurement tool
for EMBAC mechanisms has been proposed, see for exam-
ple [5}-[7).

In this paper, to carry out the active real-time end-to-
end measurements, two types of probe measurement sys-
tems are considered, namely the delay measurement system
and the loss measurement system. Based on both systems
and to optimize the network performance, in this research
we develop an EMBAC scheme based on the consideration
of severe congestion.

In Sect. 2 we provide a description of EMBAC oper-
ation procedures for VoIP networks. In Sect.3 we pro-
pose a new probability-based EMBAC with a severe conges-
tion consideration to improve the conventional scheme for
both delay and loss measurement systems. The first part of
Sect. 4 describes the network model for the end-to-end mea-
surement adopted in this paper. The second part of the same
section shows the performance evaluation of the considered
schemes in terms of blocking probability under the same
condition of achieving certain packet loss rate target by set-
ting an appropriate admission threshold in each system un-
der each scenario. In Sect. 5 we illustrate how our enhanced
systems can support the network performance at extra traf-
fic loads. Section 6 gives efficiency evaluation. Section 7
discusses and conciudes this article with a brief summary of

our results.
2. EMBAC Operation for VoIP Networks

In our modeling, a VoIP network is composed of end nodes,
routers, and links connecting them (see Fig.5 in Sect. 4).
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Fig.1  Voice and probe flows with EMBAC Process, where the EMBAC
decision depends on the applied EMBAC scheme.

An end node may be a router connected to a corporate LAN
or a VoIP gateway, accommodating circuit switches or IP-
based PBX servers in different locations. For simplicity we
assume that calls originate and terminate at the end nodes,
and according to the definition of EMBAC these end nodes
are in charge of the admission control. In VoIP applications,
voice packet flows may be carried in both directions. Thus,
each incoming call requires end-to-end measurement in both
directions to conduct CAC.

The EMBAC procedure is divided into the probing
packet-monitoring phase and the VoIP session packet trans-
mission phase as depicted in Fig. 1. Suppose that a new call
request arrived at an end node, we define the call originat-
ing node as node O, and call target node as node T. Upon
receiving a call request, two probe flows are independently
carried out on the forward and backward paths between the
pair of end nodes. Nodes O and T set a timer to receive
the probe flow, respectively. Note that probe time required
for sending probe flow increases the call-setup delay. Thus,
the probe time should typically be set to 1 or 2 seconds at
most. We use 1 second probe time throughout the paper un-
less mentioned. We may have best-effort traffic. We use
three priority classes. The highest priority is given to voice
flow. Second priority is given to probe flow. The lowest
priority is given to best-effort traffic. The maximum avail-
able bandwidth for voice and probe traffic is limited to a
pre-determined value. The unused bandwidth, which is ai-
located to voice flows, can be used by best-effort traffic with-
out affecting voice traffic. This priority is implemented by
using three queues in parallel served in a priority order. The
priority information may be carried in the IPv4 TOS or IPv6
DS field in the DiffServ framework, and is used by all nodes
to forward packets according to priority scheduling.

The probing flow has the same transmission rate of the
VoIP. The probe target end point set a probe monitoring
window and measures the probe QoS (Quality of Service),
which will be defined later, over the probe monitoring win-
dow. The probe monitoring window starts at a time when the
first probe packet arrives and continues 1 + @ seconds. The

Eald

value a is the maximum possible queuing delay that may oc-
cur related to the probe buffer size and the lower priority of
the probe flow. We may set an appropriate upper bound on
@, say | second, depending on the network and traffic condi-
tions. To cope with the case when all probe packets are lost,
the maximum time for waiting the last probe packet is deter-
mined based on empirical data and used for terminating the
probe monitoring window. The probe QoS, x, takes numeri-
cal values between 0 and 1. Particularly, we divide our mea-
suring system for the admission control procedure into two
systems. In the first system, the average packet delay that
the probe flow experiences in the considered path is used
for probe QoS; the average delay is measured by counting
the delay of all arriving probe packets only received within
the monitering window. Note that every probe packet has
an arrival time stamp that allows the delay system to run its
measurements. For the time stamps the clock synchroniza-
tion in the network can be guaranteed using the Network
Time Protocol or other methods. The delay of a packet is
the sum of the propagation delay and queuing delay. When
the network is very lightly loaded (for example, in the mid-
night), there is almost no queuing delay and the propagation
delay is dominant in the probe packet delay. Thus, prop-
agation delay for a given path can be estimated by taking
the minimum delay over some delay samples obtained by
trial probe flow transmissions. This estimated propagation
delay is deducted from the measured delay to be used for
probe QoS evaluation. In the second system, the average
packet loss rate is used for probe Qo$; the average loss rate
is considered as the ratio of the non-arrived packets within
the monitoring duration to the total generated packets. In the
loss system, average packet loss rate takes a value between
0 and 1 and it is directly used for the probe QoS. In the de-
lay system, delay is measured in the unit of seconds. For
example, 0.7 represents a delay of 700 ms. Due to the lower
priority of the probe flows, the probe packet delay may be
relatively longer than that of voice packet. But it is rare for
the delay to be more than 1 second. If no packet arrives
during monitoring window, possibly because probe packets
suffer from a delay higher thar 1 + o seconds, x is simply
set to 1. In this case, setting the value x to 1 is also hold in
the loss system when no probe packet arrives.

In both measurement systems a certain admission
threshold is used for CAC. The admission control decision
will be done depending on admission test result. The suc-
cess of the result means that probe QoS is no greater than the
pre-determined admission threshold, and failure means oth-
erwise. The decision outcome is reported with call setup sig-
nal notification or call block signal notification to the sender
at the end node. The basic framework described above of
the call setup protocol of the EMBAC for VoIP networks has
been proposed in [16] and [17]. These call setup functions
may be incorporated in the standard call signaling protocol
such as SIP and H.323 with slight modification.
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3. Probability-Based EMBAC with Severe Congestion
Consideration

Consider an admission test at node T, which is in charge of
judging whether to accept the flow from the node O to node
T or not. To do this, node T measures probe QoS for the
probe flow from node O to node T. If probe QoS is greater
than the admission threshold, r, this flow is rejected with
a probability p = 1 - f(r), where f(r) is a monotonous
increasing function of r. This probability-based scheme
(EMBAC-P) is first introduced in [19] for the loss system.
Note that the conventional EMBAC scheme with the deter-
ministic policy (EMBAC-D) has p equal to 1. {19] discov-
ered that EMBAC-D tends to over-control call admission.
The parameter “£(r),” which is chosen to be equal to r, is
thus introduced in to relax the strength of control. If the ad-
mission threshold “r” increases, the chance of success in the
admission test also increases. As the result, more calls are
accepted. We find that with a severe congestion condition in
the network, where a contending traffic overload occurs for
a period of time, the EMBAC-D blocks all the coming calls
while the EMBAC-P have no choice only to accept those
calls, which should be rejected, through its probability func-
tion. Thus the EMBAC-P gives high packet loss rates (PLR)
comparing to the EMBAC-D. The above observations for
EMBAC-D and EMBAC-P are summarized in each conges-
tion type in Table 1. Considering these facts we develop
a new EMBAC scheme, which has a feature of EMBAC-P
in the temporary congestion and that of EMBAC-D in the
severe congestion as shown in Table 1, termed EMBAC-
P-SCC (Probability-based EMBAC with Severe Congestion
Consideration) to optimize the network performance at any
congestion level.

To give the EMBAC-P-SCC the management capabil-
ity as in Table 1, we first summarize the control opera-
tion management concepts of both schemes EMBAC-D, and
EMBAC-P and then we show how the required concept for
EMBAC-P-SCC is explored using these concepts, and fi-
nally we introduce a new mathematical function which is
created and developed to support the control operation man-
agement of this concept. For the control operation con-
cept explanations we define the acceptance ratio (AR) as the
probability of accepting the incoming call request according
to the considered EMBAC scheme (AR = 1 - p).

A) EMBAC control operation concepts:

Figures 2(a) and 2(b) show a graphical representation
of the control operation concepts of both schemes EMBAC-
D, and EMBAC-P respectively, which are described in Ta-
ble 1. In these figures, where the admission threshold, r,
is assumed to be 50%. If x is more than the value of r =
0.5 (x > 0.5) EMBAC-D blocks all calls (p = 1, and AR =
1 - p = 0), while EMBAC-P accept all calls with the same
probability of 50% (p = 1-r = 0.5, and AR = 1 -p = 0.5).

B) EMBAC-P-SCC control operation concept (Fig. 2(c)):
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Table! Control operation management of EMBAC schemes.
Congestion | EMBAC-D EMBAC-P EMBAC-P
type -SCC
Temporary | Unnecessarily | Probability Has the
congestion | block callsin | based admis- same
the period of | sion system property
this type. accepts, with | of
Aftertheend | its probabil- EMBAC-P
of this peri- ity, the reje-
od the netwo- | cted calls in
7k will has a advance so it
spare bandwi- | is not affected
dth unused by this type
because of the | of congestion
blocked calls
Severe Blocks all Accept calls Has the
congestion | calls with its property of
probability EMBAC-D
even in this
type of
congestion
resulting in
high PLR
within this
period
Control P=] P=1-f(n) P=1-f(rx.2)
operation (f(r)=x}
function
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Fig.2  Admission control operation concepts of EMBAC-D, EMBAC-P,
and EMBAC-P-SCC respectively at r=0.5.

In this concept the probability of every admission test
to fail or succeed depends mainly on the probe QoS, x, over
the admission threshold.

To support and satisfy the concept and functionality of
EMBAC-P-SCC scheme summarized in Table 1, there are
specific requirements needed for the mathematical function
of the control operation as the following:

¢ Unification: can unify the bases of both EMBAC-D,
and EMBAC-P schemes including f(x) = ratx = r
in temporary congestion and f(x) = O at x = 1 in se-
vere congestion. An example of this control operation
concept is graphically represented in Fig. 2(c).
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Fig.3 Conwrol operation of EMBAC-P-SCC related to the average

delay/loss, x, over an admission threshold, r=0.5, at different control
strengths, z.

o Elasticity: convertible from high level of relaxation as
in EMBAC-P to a high level of hardness as in EMBAC-
D using one parameter,

¢ Implementation easiness: easy to implement in com-
puter simulation and products.

After trying so many functions, a number of them could
satisfy most of these requirements. Among these functions
we selected the implicit asteroid function of the following
equation:

xq)-i-y(f): 1,a>0 (1)

Consequently, to handle all mentioned requirements
with the realization of the three parameters the admission
threshold, r, the probe QoS, x, and the control strength (re-
laxation/hardness) factor, z, we developed Eq. (1) to the fol-
lowing equation:

_1d %)
f(r.x,z)=—r[l- T_i } +r
D<z< @
r<x<l 2

Over the admission threshold, r, and at any given
value of x, the admission control operation can be managed
through the factor z. The control hardness increases as the
control operation gets close to EMBAC-D(z — 0). Also,
with a large value of z (z — co), EMBAC-P-SCC is equal to
EMBAC-P for all x values except x = 1 where EMBAC-P-
SCC is equal to EMBAC-D. Figure 3 illustrates the accep-
tance ratio, AR, with the EMBAC-P-SCC operation under
admission threshold of 0.5 with control strength factor of
0.01,05, 1, 1.5, 2, 3, 5, 7, and 11 respectively.

Figure 4 shows the control operation difference be-
tween the EMBAC-P and EMBAC-P-SCC schemes. In both
schemes the end of the line on the left side is the admission
threshold r. If our admission threshold r is equal to 0.5, and
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Fig.4 Control operation of EMBAC-P with no action related to the
changes of average delay/loss, x, and Control operation of EMBAC-P-SCC
at contro) strength, z=3, over an admission threshoid, r,

the probe QoS, x, is equal to 0.8, EMBAC-P will accept the
call with a probability of 0.5, while EMBAC-P-SCC will
accept the call with a probability of 0.345. Besides, when
no probe packets can arrive to the destination within the
probe duration period the call will be naturally rejected in
EMBAC-P-SCC.

Figures 3 and 4 give a good insight to both schemes.
Using simulation we will prove that the EMBAC-P-SCC
performance behavior is as designed in Table 1.

4. Performance Evaluation
4.1 Simulation Methodology

To evaluate the performance of EMBAC for VoIP networks,
simulation is used. In the simulation methodology we con-
sider the network model of Fig.5. This model consists
of end nodes and intermediate link with two intermediate
routers and other links connecting the intermediate routers
to the traffic end nodes. In this model we assume that the
links connecting intermediate routers A and B to end nodes
are lightly loaded (with no or ignorable congestion and neg-
ligible latency), while the main congestion occurs at the in-
termediate link routers, which is the common and the shared
link between all end nodes. This situation may happen when
local area networks (LAN) in distant places are connected
by direct links through long-distance networks (wide area
networks, WAN), because LAN has large bandwidth enough
to handle a number of calls larger than that of wide area net-
works in most real network situations. It is natural to assume
that each end node is a traffic source and a traffic sink si-
multaneously, where calls originate at the traffic source and
terminate at the traffic sink. Nevertheless, we assume that
end nodes at the left-side are traffic sources and those at the
right-side are traffic sinks for simplicity. Of course, each
node is a voice flow source and a voice flow sink simulta-
neously. Also we assume that the calls arrive at the traffic
source end nodes according to Poisson arrival process. With
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this assumptions, the call arrivals at the intermediate link
edge router A will be equal to the summation of call arrivals
at all traffic source end nodes with Poisson arrival process.
From this aspect, in our simulation we focus on the interme-
diate link A-B as the bottleneck link in the network, where
node A and node B represent aggregation of traffic source
and sink end nodes at both sides respectively as shown in
Fig.6. This simple simulation model enables us to investi-
gate the ability range of different EMBAC schemes to ensure
adequate and desired QoS for the VoIP flows. As mentioned
in Sect. 2, voice and probe flows preferentially use a given
bandwidth in each link. Therefore the effect of best-effort
traffic is limited and there would be no essential difference
in network performance between the case with best-effort
traffic and that without best-effort traffic. For simplicity, we
do not consider best-effort traffic. The amount of the signal-
ing flows is not as significant compared with that of voice
flows and probe flows. For simplicity we ignore the signal-
ing traffic. Also we neglect the link propagation delay but
the propagation delay can be estimated and deducted from
the total measured delay, so that quening delay is properly
evaluated for the probe QoS in the delay system as men-
tioned in Sect.2. As mentioned above voice flow is given
higher priority in packet scheduling than probe flows and
it is served based on a non-preemptive priority scheduling.
Accordingly, The probe flow can use only the unused band-
width over the voice flow. Particularly, the bandwidth of the
bottleneck link is set as a parameter ranging from 825 to
3300kbps with a range of traffic intensities.

The call holding time is based on exponential distri-
bution with the average being three minutes. We consider
active/silent (ON/OFF) states in the voice flow. For an es-
tablished call, every active period of speech (talkspurts) is
an exponential distribution of 3 seconds, and the overall
voice activity p is assumed to be at 30%. The activity rep-
resents the average percentage of time during which speech
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Table2  The performance of the network under no control, when offered
traffic is 100 [er]].
Link Bandwidth 825 1 850 | 875 | 900 | 925
{kbps]
Average Loss Rate [%) | 2 124 | 0.89 | 0.65 | 0.38
(at 100 [es]])

Table 3  The performance of the network under no control, when link
bandwidth is 900 [kbps].

Traffic Intensity 90 95 100 | 105 | 110
[erl}
Average Loss Rate [%] | 0.16 | 033 | 065 | 1.19 | 2.09
(at 900 [erl])

is present. Each packet has 40 bytes overhead composed of
20 bytes IP header, 8 bytes UDP header, and 12bytes RTP
header. The maximum length of a packet is 60 bytes with
one packet generating every 20 ms during active periods of
each direction for each call. Thus, the maximum rate for a
VoIP call is 24 kbps. We also assume probing duration as 1
sec as mentioned above. Since the probe flow rate is selected
same as the voice flow rate, the number of probe packets is
50 packets for each call request. A size of a probing packet
is always 60 bytes. The buffer size for the voice flow is set at
40 packets at each router. From the importance of the probe
flow as a network-controlling tool, we studied the perfor-
mance of different buffer sizes through simulation; some of
the results are shown in 4.2 and then considered for the rest
of this paper. Satisfying a target packet average loss rate of
0.5%, we use the blocking probability as the performance
parameter. Note that, in every simulation run, the average
loss rate is calculated as the total lost voice packets divided
by the total voice generated packets, and the blocking prob-
ability is calculated as the total rejected calls divided by the
total call requests. Each simulation executed for five hours
in simulation time and the performance data are obtained in
the last two hours to eliminate the effect of initialization and
transitional conditions. Five runs with different seed num-
bers are conducted for each system and the collected data
are calculated and averaged over those runs.

4.2 Simulation Results and Related Viewpoints

The performance of the network without admission control
is shown in Tables 2 and 3. In both tables the blocking prob-
ability is always 0, so the decrement of the bandwidth in Ta-
ble 2 or that the increment of the traffic load in the network
in Table 3 will result in degradation in the QoS, which is re-
lated to the voice average loss rate, beyond an unacceptable
level.

Figure 7 illustrates the effect of probe buffer size on the
network performance through the blocking probability satis-
fying an average loss rate target of 0.5% at probing durations
(pt) of 1 and 2 seconds with traffic intensity and bandwidth
of 100 [er]] and 900 [kbps] respectively. We found that in
one hand, for a probe buffer size less than 20, less perfor-
mance is obtained because the probe flow refiects only a
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Fig.8 Average packet loss rate vs. admission threshold in EMBAC-D of
delay system.

very temporal buffer state. On the other one, for long buffer
the performance has almost no change in both measurement
systems. Consequently, a buffer size of 20 packets gives a
suitable probe average delay and average loss rates for the
admission control (especially in our case where the probe
flow duration per call unit is only 1 second fulfilling the on-
demand method requirements). In probe duration of 2 sec-
onds, similar trend are obtained with noticeable increase of
the performance. This is related to the chance of the probe
packets to reflect more precise network status information
with longer monitoring period.

The EMBAC-D performance of the delay system
through the average packet loss rate (PLR) and blocking
probability (BP) versus admission thresholds are shown in
Figs.8 and 9 respectively, when 100 erlangs traffic is of-
fered. With the increasing of the admission threshold, PLR
tends to increase and BP tends to decrease as expected.
Obviously, the delay system is very sensitive to the initial
changes of the delay admission threshold, where the increas-
ing of the PLR and the decreasing of the BP are very sharp
at low admission thresholds. However, the effect of admis-
sion threshold on the performance is not sensitive at high ad-
mission thresholds (when the admission threshold increases
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Fig. 10  Average packet loss rate vs. admission threshold in EMBAC-P-
SCC of delay system with a confidential interval of 95%.

from 20% to 100%). Note that in the loss system, similar
problem exists at high admission thresholds, which is solved
for the loss system through the EMBAC-P [15]. To avoid
redundancy, we did not cover the loss system performance
part with EMBAC-D and also the detail part of EMBAC-P
for both delay and loss systems. Also we evaluated the per-
formance of EMBAC-P-SCC using control strength factor z
of 3 and 11. As a result, the EMBAC-P-SCC with a control
strength factor z of 11 performs higher than 3. Therefore,
to compare the results of our enhanced scheme to those of
EMBAC-P scheme, we will consider only a z vaiue of 11 for
the performance evaluation of EMBAC-P-SCC.

Qur proposed scheme’s performance is shown in
Figs. 10and 11. Itis clear that the admission control scheme
in EMBAC-P-SCC is very smooth comparing to that of
EMBAC-D. For the confidence of the EMBAC-P-SCC, the
confidential interval of 95% is also presented in the same
figures; it is shown that the proposed scheme is accurate and
reliable. The other cases have the same simulation condi-
tions, so we omitted the confidential interval in the other
figures.

To study the effectiveness of EMBAC-P-SCC, we first
compare the performance of EMBAC-P with EMBAC-P-
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SCC for the loss and delay system in Figs. 12 and 13. Fig-
ure 12 compares the performance for different PLR targets
ranges between 0.3% and 0.5% at a wraffic load of 100 er-
langs and a bandwidth of 900 kbps. The optimal admission
threshold is obtained as the admission threshold that satis-
fies the Target PLR with minimum BP. Figure 13 illustrates
the performance of these schemes at a PLR target of 0.4%.
It is ciear that the EMBAC-P-SCC is more effective than
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Fig.11  Blocking probability vs. admission threshold in EMBAC-P-SCC

of delay system with a confidential interval of 95%.
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Fig. 12  Blocking probability vs. target loss rate for EMBAC-P and
EMBAC-P-SCC.
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Fig.13  Blocking probability under a 0.4% packet loss rate target.
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EMBAC-P. The reason is that, the EMBAC-P accepts the
coming calls with the same probability whatever the con-
gestion level, while EMBAC-P-SCC regulates and balances
the admission process by accepting the calls that should be
accepted in temporary congestion and blocking the calls that
should be blocked in severe congestion.

5. Network Performance at Optimum Admission
Threshold Chosen in Advance

The EMBAC-P scheme is based on a probability function
that accepts calls, which should be blocked even at severe
congestion states. To prove this, first we testify our net-
work performance under a short to intermediate periods of
fixed extra traffic load. Second, we study the network perfor-
mance at different extra offered loads with a constant busy
period of time. In real networks this case study happens
when some network resources are unavailable refated to link
failure or traffic overload occurs in the network. The simu-
lation run time, data collection, and the parameters are the
same of the previous section unless mentioned (the band-
width is set to 900 [kbps]). In both parts, the beginning of
the extra traffic load period is selected randomly within the
fourth hour of simulation.

In the first part, we study the increase of the offered
traffic to 50% over the original considered traffic, from
100 {erl] to 150 [erl], for extra traffic periods of 5, 15, 30,
and 60 minutes. The admission threshold chosen here is the
optimal admission threshold that gives a 0.5% average loss
rate target in the previous section with a constant traffic load
of 100 {erl). Figures 14 and 15 show the changes of the PLR
target and the BP with the increment of the offered traffic
load within the corresponding period in every scheme in ev-
ery measurement system. At fixed extra traffic loads, we
can see clearly that both EMBAC-P and EMBAC-P-SCC
schemes worked as mentioned in Table 1. Although the
EMBAC-P has lower BP in delay and loss measurement sys-
tems with intermediate periods, the total performance shows
that the EMBAC-P-SCC scheme not only outperforms the
EMBAC-P scheme but also tries to keep the average loss

loss-p systam —w—
delay-p system -—+--
loss-p-scc system -@--
delay-p-sce system --0-—

E-N

-

Average packet loss rate [%]
o

20 30 40 50 60
Traffic overioad period [minutes)
Fig. 14  Performance of EMBAC systems using fixed admission
threshold.
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rate close to the considered target.

In the second part, we consider a fixed extra traffic load
period of 15 minutes and conduct our simulation study with
different extra offered loads range between 30% and 75%
over the original designed traffic of 100 erlangs. Figures 16
and 17 show the reliability of the EMBAC-P-SCC scheme

10

loss-p system —w— /_jﬁ

T8 delay-p system - .+.. P
£ loss-p-scc system -@-- e !
£ delay-p-scc system -
g 5
'S
>4
m o

0 . . .

() 10 20 a0 40 50 80

Traffic overioad period [minutes)

Fig.15  Performance of EMBAC systems using fixed admission
threshold.
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Fig. 16  Performance using fixed admission threshold for each EMBAC
system.
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Fig.17  Performance using fixed admission threshold for each EMBAC
system.
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with similar achievements of the first part.
6. KEfficiency Evaluation

We calculate efficiency, which is defined as follows:

(1) EMBAC-P and EMBAC-P-SCC
Using delay and loss measurement systems, obtain the
maximum value of offered traffic R, to meet average
loss rate target of 0.15% and Blocking probability no
greater than 1%, using optimum admission threshold
for a given link bandwidth by simulation,

(2) Circuit-switch-based admission control
Obtain the maximum value of offered traffic S, to meet
the same conditions of average loss rate and Block-
ing probability, using the optimum number of trunks
N (maximum number of calls in progress) for a given
link bandwidth by simulation.

For fair comparison we set the simulation conditions
of the circuit-switch model as same as that of the EMBAC
model, the only difference is that the network is controlled
through delay and loss measurement systems in the case
of EMBAC and through trunks availability in the case of
circuit-switch model. Then, the efficiency of the EMBAC
schemes and that of the circuit-switched model are defined
as R/N and S/N, respectively. The result is shown in Fig. 18.
Efficiency of the circuit-switched model increases with link
capacity. Besides, The efficiency of EMBAC-P-SCC, for
both delay and loss measurement systems, is closer 1o that
of the circuit-switched model with the same trend and out-
performs that of the EMBAC-P throughout the range of link
capacity.

In circuit switch model, link-by-link admission con-
trol is performed. Hence, the number of calls in progress
is measurable, which gives ideal and precise admission con-
trol. In EMBAC, the admission control is performed based
on the probe flow to estimate whether there is enough band-
width on the considered path. In actual fact, the EMBAC
has no available information about the number of calls in
progress. Nevertheless, EMBAC-P-SCC could achieve ai-
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Fig. 18  Efficiency of circuit-switched model, EMBAC-P, and EMBAC-

P-SCC.
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most the same ideal efficiency of circuit switch based ad-
mission control.

This result suggests that EMBAC-P-SCC, for both loss
and delay systems, is effective, scalable, and efficient for
wider range of link capacity.

7. Conclusion

This paper is a study of the main issues of EMBAC for VoIP
networks using both delay and loss measuring systems. A
probability based EMBAC with severe congestion consid-
eration scheme has been proposed to consciously control
and optimize VoIP networks’ QoS. Simulation was used to
evaluate performance of different EMBAC schemes. We
compared the performance of EMBAC schemes in terms of
blocking probability under the same condition of achieving
average packet loss rate no greater than the certain target
by setting an optimum admission threshold in each scheme
under each scenario. It is shown that the EMBAC-P-SCC
scheme has improved the network performance. Also we
could prove that, for extra traffic loads within a busy period
of time and with an optimal admission threshold chosen in
advance, the EMBAC-P-SCC can be a powerful and reliable
EMBAC tool for VoIP networks and an important key fac-
tor in achieving high network performance with minimum
blocking probability and minimum average loss rates. It is
finally confirmed that EMBAC-P-SCC is scalable, effective,
and efficient for wider range of link capacity.

As future challenges, our research investigation is con-
tinuing with many issues that are still open regarding the
enhancement of VoIP systems. The issues that are currently
under study are the following:

o We are planning to subject our enhanced scheme to het-
erogeneous traffic. We believe that the proposed EM-
BAC scheme could be modified to work wel in much
wider set of load patterns.

* A network with many congested bottleneck links was
out of the scope of this paper, involving this scope is
one of the important futere works.

e Using Traffic Engineering and MPLS technology for
the capacity allocation in VoIP networks for suitable
average loss rate and BP targets is under investigation.

e Also, we would like to implement and develop our
scheme for the dynamic routing.

References

{11 R.Braden, D. Clark, and S. Shenker, “Integrated services in the In-
ternet architecture: An overview,” RFC 1633, Internet Engineering
Task Force, 1994.

{2] S.Blake, D. Black, M. Carlson, E. Davies, Z. Wang, and W. Weiss,
“An architecture for differentiated services,” RFC 2475, Internet En-
gineering Task Force, 1998.

[3] B. Li, M. Hemdi, D. Jiang, Y.T. Hou, and X. Cao, “Qos-enabled
voice support in the next-generation Intemet: Issucs, existing ap-
proaches, and challenges,” IEEE Commun. Mag., vol.38, no 4, April
2000. .

(4]

[5

Mt

(6]

7

—

(8]

9

{101

(1]

[12)

[13}

[14}

[15]

[16]

(17

(18}

[19]

- {5k 28—

[EICE TRANS. COMMUN., VOL E87-B, NO.4 APRIL 2004

L. Breslau, EW. Knightly, S. Shenker, L. Stoica, and H. Zhang,
“Endpoint admission control: Architectural issues and perfor-
mance,” SIGCOMM 2000, pp.57-69, Stockhoim, Sweden, 2000.

F. Borgonovo, A. Capone, L. Fratta, M. Marchese, and C. Petrioli,
“PCP: A bandwidth guaranteed transport services for IP networks,”
ICC 1999, Intemnet Session, Paper no.4 (S18-4), 1999.

F. Borgonovo, A. Capone, L. Fratta, and C. Petrioli, “VBR
bandwidth-guaranteed services of Diffserv networks” Proc.
IWQOS, pp.3-5, 1999,

G. Bianchi, F. Borgonovo, A. Capone, L. Fratta, and C. Petrioli,
“PCP-DV: An end-to-end admission control mechanisms for IP tele-
phony,” Intemational Workshop on Dig. Comm., pp.470-480, 2001.
G. Bianchi, A. Capone, and C. Petrioli, “Throughput analysis of
end-to-end measurement-based admission control in IP,” INFOCOM
2000, Connection Admission Control Session, Paper no.2, pp.1461—
1470, 2000.

L. Breslau, S. Jamin, and S. Shenker, “Comments on the perfor-
mance of measurement-based admission control algorithms,” INFO-
COM 2000, Scheduling Session, Paper no.2, pp.1233-1242, 2000.
C. Centinkaya and E. Knightly, “Egress admission control,” INFO-
COM 2000, Connection Admission Control Session, Paper no.3,
pp.1471-1480, 2000.

R.L. Hill and H.T. Kung, “A Diff-Serv enhanced admission control
scheme,” Globecom 2001, QoS and Admission Control Session, Pa-
per no.3, (QoS10-3), 2001.

G. Karlsson, “Providing quality for Internet video service,” Proc,
CNIT/IEEE 10th int'l Tyrrhenian Workshop on Dig. Comm.,
pp.133-146, 1998.

D. Tse and M. Grosslauser, “Measurement-based call admission
control: Analysis and simulation,” Proc. INFOCCM 1997, pp.981-
989, Kobe, Japan, 1997.

N. Blefari-Melazzi, M. Femminella, and F. Pugini, “Defini-
tion and performance evaluation of a distributed and state-
less algorithm for QoS support in IP domain with heteroge-
neous traffic,’ SSGRR 2001, This paper can be found at:
http://conan.diei.unipg.itymtm/personali/Pubblicazioni/femminela..
SSGRR.pdf

G. Bianchi and N. Blefari-Mclazzi, “Admission control over assured
forwarding PHBs: A way to provide service assurancy in a diffServ
framework,” Globecom 2001, QoS and Admission Control Session,
Paper no.5, (Qo810-5), 2001,

A.A. Bilhaj, Y. Toyama, K. Mase, and M. Sengoku, “Admission
control for VoIP networks using edge-to-edge QoS measurements,”
APCC2001, IEICE Trans. Commun., vol.E84-B, no.11, pp.161-
164, Nov. 2001.

K. Mase, Y. Toyama, A.A. Bilhaj, and Y. Suds, “Qos management
for YoIP networks with edge-to-edge admission control,” Globecom
2001, QoS and Admission Contro! Session, Paper no.4, (QoS10-4),
2001.

K. Mase and Y. Toyama, “End-to-end measurement based admission
control for VoIP networks,” ICC2002, VoIP and QoS Management
Session, Paper no.1, (C11-1), 2002.

H. Kobayashi and K. Mase, “Probability-based end-point admission
control for VoIP networks,” Proc. 2003 IEICE General Conference,
March 2003,



BILHAJ and MASE: ENDPOINT ADMISSION CONTROL ENHANCED SYSTEMS FOR VOIP NETWORKS

Abdulkhalig Ali Bilha)  was bomn in Zwars,
Libya, on February 28, 1974. He received B.S.
degree in Pewroleum Engineering from Al-Fateh
University, Tripoli, Libya, in 1996, and M.S.
degree in Computer and Information Engineer-
ing from Niigata University, Niigata, Japan, in
2001. Currently He is a Ph.D, candidate in
Computer and Information Engineering in Nii-
gata University. His current research interests
include Intenet QoS, VoIP, MPLS technology,
and Traffic Engineering.

Kenichi Mase received the BE, M.E.
and Dr. Eng. degrees in Electrical Engineering
from Waseda University, Tokyo, Japan, in 1970,
1972, and 1983. He joined Musashino Electri-
cal Communication Laboratories of NTT Public
Corporation in 1972, He was Executive Man-
ager, Communication Assessment Laboratory,
NTT Multimedia Networks Laboratorics from
1996 to 1998. He is now Professor, Department
of Information Engincering, Faculty of Engi-
neering, Niigata University, Japan. He received
IEICE best paper award for the year of 1993, and the Telecommunications
Advanced Foundaticn award in 1998. His research interests include com-
puter networks, quality of service, and mobile ad hoc networks. He is a
senior member of the IEEE,

- {14 29~

957



